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Preface

In the e-government research community as well as in many national e-government

programs interoperability is widely seen as a key factor in developing effective and
attractive e-services for citizens and business. Also, researchers agree that inter-

operability is about more than mere technical standards and interfaces; rather it

encompasses organizational, legal, and cultural aspects as well. Most importantly

perhaps, interoperability might present a challenge to traditional ways of gover-

nance in the public sectors by requiring new ways of intergovernmental coopera-

tion. So far, however, little is known about which configurations of information

technology (IT) governance have evolved in practice over the years to achieve

interoperation in e-government and how governance of the public sectors might be

impacted by interoperability within the broader frameworks of connected or net-

worked government.

Several interoperability frameworks have been introduced on national and inter-

national levels. Recommendations have been made for the adaptation of enterprise

architectures in the public sector. Also, maturity models have been proposed, some

of which introduce various degrees of formal and abstract categories for setting up

a governance structure for interoperability in government. Common to these con-

tributions is their top–down deductive approach, which seemingly does not connect

well to the real world of e-government projects. In contrast, in this volume, based

on empirical research, we introduce and present a bottom–up inductive approach

to understanding the challenges of interoperability-related governance. Based on

so-called “good-practice” cases of interoperability in e-government we derive

concepts and classifications, which help uncover and assess similarities and differ-

ences between the cases. As a result, we were able to put forward an empirically

based conceptual framework that details the options for IT governance of inter-

operability in government. Our findings also allow us to critically discuss, assess,

and re-conceptualize the existing frameworks and determine how those could be

improved.

We conducted the research study in three phases. The first two authors were part

of a consortium, which collected, assessed and documented good-practice cases of
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interoperability in e-government for the European Commission. In the first study

on back-office reorganization, which had been carried out in cooperation with the

Danish Technological Institute, a total of 29 cases were identified and documented.

In the second project, the Study on Interoperability at Local and Regional Level

additional cases were collected, written up and published on the e-practice portal of

the European Commission as well as on a special website, offering a searchable

data base of 177 cases from all over Europe. This study had been conducted in

the MODINIS program of the European Commission in cooperation with the

European Institute of Public Administration (EIPA) in Maastricht, Netherlands,

and the Center for Research and Technology Hellas/Informatics and Telematics

Institute (CERTH/ITI) in Thessaloniki, Greece.

The aim of both studies was to document and publish the cases such that lessons

learned would be shared among interested governments and practitioners. These

studies, however, would not satisfy the strict criteria of a scientifically designed

comparative analysis.

The opportunity for comparative coding of the individual descriptions came only

when the Deutsche Forschungsgemeinschaft (the national research funding organi-

zation in Germany) funded this research in 2008 for 2 years. The first two authors

developed a conceptual framework and a coding scheme for recoding more or less

successful cases of interoperation, presented this framework at several conferences,

revised it and together with the support of a Master’s student applied it to 77 cases.

In the final phase, the third author joined the team, introduced additional

theoretical foundations, which were used for additional coding. This also initiated

a dialogue about how these empirical findings relate to recent concerns regarding IT

governance and enterprise architectures in government. Combining different the-

matic foci as well as a European and a US background this volume puts empirical

research into the broader context of theoretical and political reflection.

We want to thank our colleagues with whom we cooperated in the back-office

and in the MODINIS study, Jeremy Millard, Jonas Svara Iversen and Hilmar

Westholm, Christine Leitner, Sylvia Archman and Immanuel Kudlacek (EIPA) as

well as Efthimios Tambouris, Konstantinos Tarabanis, Vassilios Peristeras and

Naoum Liotas (CERTH/ITI), Thomas Schröder for his support in coding, Rebecca

Romppel for setting up the database, Anne Bausch for producing several versions of

the typescript, and the DFG for funding an important part of this research.

Herbert Kubicek

Bremen and Seattle, June 2011 Ralf Cimander

Hans J. Scholl
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Chapter 1

Introduction

For more than 10 years, expectations about the Internet’s potential to change the

relations between citizens and their governments at the political, democratic level

and with regard to public services for citizens and business have been high.

1.1 High Expectations for E-Government

By providing public services via the Internet, it was thought that public services

would become more customer-centered and efficient. Already in 1995, US Presi-

dent Bill Clinton and Vice President Al Gore had promised in their Agenda for

Action a government that works better and costs less (IITF 1993, see also Kubicek

and Dutton 1997 as well as Kalil 1997).

The terms “digital government”, “electronic government” or “e-government”

were coined in the US and Europe respectively (see Scholl 2010) and became both

a political objective and part of action plans all over the world (OECD 2003; United

Nations 2003). In Europe, not only the Member States but also the European

Commission and the European Council developed their e-government objectives

and work programs (CEC 2000, see also Alabau 2005 for a summary). As these

have to be approved by the ministers of the Member States, these decisions reflect

some kind of common understanding of this field in Europe.

The European Commission defines e-government as “the use of information and

communication technologies in public administrations – combined with organiza-

tional change and new skills – to improve public services and democratic processes

and to strengthen support to public policies” (CEC 2003, p. 7). According to

Commission documents, by e-government public administrations will become

• More open and transparent, reinforcing democratic participation;

• More service-oriented, providing personalized and inclusive services to each

citizen;

• More productive, delivering maximum value for taxpayers’ money (p. 8).

H. Kubicek et al., Organizational Interoperability in E-Government,
DOI 10.1007/978-3-642-22502-4_1, # Springer-Verlag Berlin Heidelberg 2011

1



By information and communication technologies (ICT or IT) all kinds of

hardware, software, and networks are summarized, but particular relevance is

given to internet and mobile technology and their application.

1.2 Front-Office and Back-Office Public Services

Public services are services delivered by government agencies to the public, in

a broad sense including sectors such as public education, healthcare, transporta-

tion, broadcasting, waste management, social welfare, public safety among others.

In e-government, public services and the respective communication can be grouped

in the following ways:

• Government to Citizens (G2C), e.g. tax declarations, applications for social

benefits, requests for birth certificates or driver’s licenses;

• Government to Business (G2B), e.g. social contributions for employees,

declarations of corporate tax, and different kinds of permits for export, environ-

mental emissions;

• Government to Government (G2G), e.g. access to central registries by local

authorities, sharing of information resources

1.3 The Importance of G2G Reorganization

Many G2C and G2B services depend on well functioning G2G communication.

This relationship can be explained by distinguishing between front-and back-offices

(see Fig. 1.1). Citizens and businesses as customers apply for a service at a physical

or virtual front office of a public agency that provides that particular public service.

In order to provide this service, in some cases another unit of the same agency has

to confirm certain data, or a unit of another agency has to be consulted. Therefore

another unit in this agency or another computer program forwards data or starts

a request to another agency. Thus intra- and/or interagency exchange of data

between back-offices, i.e., without involving the customer, is necessary in order

to provide the service to the citizen or business.

The above-mentioned objectives of better service quality and more effective

delivery can be improved if the services are not simply supported electronically in

the way they were produced and delivered in the past, but if a reorganization of

front- and back-office communication takes place. Three examples from a study
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conducted for the European may illustrate the potential that back-office reorgani-

zation entails.1

Prior to back-office reorganization, when applying for child allowance in Ireland

(case no. 1), parents had to submit a document from the hospital about the birth of

their child to the registrar who officially confirmed the birth by issuing a birth

certificate. The parents then had to take this certificate to their local civil registra-

tion office, which registered the new citizen in the civil registry and provided

a registration confirmation. Only with this document were parents entitled to

apply for a child allowance (Fig. 1.2, left box).

To relieve the bureaucratic burden on parents and offices, an integrated work

flow between the back-offices of the three agencies involved needed to be

constructed: Now, the parents apply for child allowance in the hospital; the hospital

adds the data of the birth and forwards the electronic application form to the

registrar; the registrar registers the birth, adds the data, and forwards the form to

the civil register; the civil register states this on the form and, finally, forwards it

to the Office of Family Affairs (Fig. 1.2, right box).

The second example is the compilation of income tax declarations in Spain (case

no. 2) and all Scandinavian Countries. As in many other countries, taxpayers have

to collect documents confirming their salaries, social benefits, and interest from

bank accounts and attach them to their income tax declaration (Fig. 1.3).

In Spain, employers, banks, and social welfare agencies have been obliged to

send these data directly to a newly established central Spanish tax administration

data portal (AEAT). Citizens as taxpayers can download the data and confirmations

Fig. 1.1 Front- and back-office communication in e-government

1 Numbers refer to short summaries in Annex 1. There, reference is made to a full case description

delivered to the e-practice portal.
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from this portal. The regional tax offices also have access to the data and therefore

no longer require documents from the taxpayer (Fig. 1.3, right box).

The pro-active compilation of income tax declarations in the Scandinavian

countries is even more convenient. Employers, banks, and social welfare agencies

send their data to the tax office, which produces a proposal for each citizen’s tax

declaration and sends it to the citizen. If the citizen does not demand any corrections

or claim any expenses as tax-deductible, he or she may confirm this proposal by

e-mail or telephone. On average, between 70% and 80% of all proposals are

confirmed, leading to savings of several million Euros each year.

Fig. 1.3 Provision of documents for income tax declarations

Fig. 1.2 Applying for child allowance in Ireland – before and after back-office reorganization
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